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The Breakdown

Service Categories

The Key Stats
£153 million spend value

3 year procurement

Call off contracts available

Direct award

Long term revenue and growth

Available to central government departments 
and all other UK Public Sector bodies, including 
local authorities, health, police, fire and rescue, 
education and devolved administrations 
certified cyber consultancy.

Following Cyber Security Services 2 and a one-
year review of the National Cyber Security 
Strategy, the Government have identified the need 
for an external enterprise to better enhance cyber 
security and safety.

This takes the form of Cyber Security Services 3 
which offers Risk Assessment and Management, 
Security Architecture, Audit and Review, Cyber 
Incident Response, and Technology Solutions, 
as well as the previous services which have 
been offered in the past two frameworks. The 
framework is representative of the Government 
stepping up its cyber security in conformity to its 
2016-2021 strategy. 

In the long-term, the Government has 
acknowledged its desire to embed “cyber security 
into policy making, regulatory frameworks, 
business practices, research agendas and 
institutional structures throughout government 
and strategy.” Therefore, this framework provides 
suppliers a pathway into the Public Sector cyber 
environment which is becoming increasingly 
prominent.

Consultancy and Advice
Risk assessment and management, audit and reviews, 
security architecture, certification, training, policy, 
security specialists, supply chain analysis, cyber 
transformation, security strategy

Penetration Testing
Including the NSCS assured service CHECK and IT 
health check

Incident Management
Including cyber incident response, disaster recovery, 
threat intelligence and business continuity disaster 
recovery (BCDR)

Managed Security Services 
Including crest accredited Security Operations Centre 
(SOC) and managed detection and response

Data Destruction and IT Sanitisation
The process of removing data so it cannot be 
accessed

Framework Information Sheet

Cyber 
Security 
Services 3
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https://govdata.co.uk/?utm_medium=organic&utm_source=framework%20infosheet&utm_campaign=technology%20&utm_content=css3%20infosheet&utm_term=govdatalogo
https://govdata.co.uk/cyber-security-services-3/?utm_medium=organic&utm_source=framework%20infosheet&utm_campaign=technology%20&utm_content=css3%20infosheet&utm_term=frameworktitle
https://www.linkedin.com/company/10248490/?utm_medium=social&utm_source=framework%20infosheet&utm_campaign=technology%20&utm_content=css3%20infosheet&utm_term=linkedinlogo
https://govdata.co.uk/cyber-security-services-3/?utm_medium=organic&utm_source=framework%20infosheet&utm_campaign=technology%20&utm_content=css3%20infosheet&utm_term=viewcatagorybutton
https://www.facebook.com/profile.php?id=100083311803832&utm_medium=social&utm_source=framework%20infosheet&utm_campaign=technology%20&utm_content=css3%20infosheet&utm_term=css3%20infosheet

